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The Fair Debt Collection Practices Act (FDCPA) does not expressly address identity theft; however, the Act does provide procedures a debt collector must undertake upon receiving notice of identity theft from a consumer. 

The Fair Debt Collection Practices Act (FDCPA) does not expressly address identity theft; however, the Act does provide procedures a debt collector must undertake upon receiving notice of identity theft from a consumer. Section 809 of the FDCPA requires debt collectors to cease collection activity until the collector has provided verification of the debt if the consumer provides a written notice of dispute within 30 days of receiving the validation notice. Case law has established that a notice of dispute need not contain the word “dispute.”

Due to the liberal interpretation of Section 809, if a consumer notifies a collector that the debt is the result of identity theft and refuses to pay, that constitutes enough notice that the consumer disputes the validity of the debt and triggers the collector’s duties under Section 809. Providing verification of the debt is the extent of the requirements under the FDCPA.
 
The Fair Credit Reporting Act (FCRA) also places duties on debt collectors in the event a consumer disputes a debt. According to Section 623 of the FCRA, if a consumer disputes the accuracy of information furnished by the debt collector, the collector has a duty to notify the Consumer Reporting Agency (CRA) of the dispute. When a debt collector receives valid notice of a dispute directly from a consumer, the collector must take these four steps:

1. Conduct a reasonable investigation with respect to the disputed information. 

2. Review all the information provided by the consumer with the notice of dispute. 

3. Complete the investigation and respond to the consumer within 30 days of receipt of the dispute. 

4. If the investigation determines that the disputed item of information is inaccurate, the data furnisher must correct the inaccuracy with each CRA to which the data furnisher has provided the inaccurate information.

The FCRA also requires debt collectors to have in place reasonable procedures to respond to identity theft notifications received from CRAs in order to prevent more false information from being reported. The procedures must prevent the blocked information from being refurnished. Further, if a consumer submits an identity theft report directly to a collector that says information maintained by the collector resulted from identity theft, the collector may not furnish the information to CRAs unless the debt collector knows or is informed by the consumer that the information is correct.

If a debt collector is notified that any information relating to the debt in question may be the result of identity theft, the collector must also notify relevant parties (i.e., creditor) that the information may be the result of identity theft. Additionally, upon the request of the consumer, the debt collector must provide the consumer with all the information to which she would otherwise be entitled to if she had disputed the debt under provisions of applicable law.

For more information on how agencies should respond to reports of identity theft, ACA members may view E–Compliance document #441.

This article is provided as a service of ACA International’s Legal and Government Affairs Department.

